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	Tanımlar
	Tehlike
	Risk Değerlendirme
	Olası Sonuç
	Mevcut Tedbir/Düzeltici İyileştirici Faaliyet

	Sıra
	Faaliyet
	Tehlike Kaynağı
(Kök-Neden)
	Risk
	Etkilenen
	O
	Ş
	E
	ÖD
	Zarar
	Tedbir
	Düzeltici İyileştirici Faaliyet

	1.
	Depo ve Yedek Parça Yönetimi
	Yedek parça ve/veya malzemelerin bulunmaması
	Arızanın giderilmesinde gecikme
	Çalışan
Hasta
	2
	4
	8
	1
	Hizmet süreçlerinin aksaması
Çalışan ve hasta memnuniyetinde azalma
	Stok kontrolleri, toplu istem
	Minimum stok seviyesi belirlenmeli

	2.
	Yedek Parça Temini
	Satın alma süreçlerinin uzaması
	Arızanın giderilmesinde gecikme
	Çalışan
Hasta
	2
	4
	8
	1
	Hizmet süreçlerinin aksaması
Çalışan ve hasta memnuniyetinde azalma
	Satın alma birimi ile koordinasyon
	Tedarikçi çeşitliliği artırılmalı

	3.
	Arıza Müdahalesi
	Teknik personel yetersizliği
	Arızanın giderilmesinde gecikme
	Çalışan
Öğrenci
Hasta
Misafir
	2
	4
	8
	1
	Hizmet süreçlerinin aksaması
Çalışan, öğrenci, hasta mağduriyeti
	Personel talebinde bulunma, ilgili personellerin izin kontrolü
	Personel talebinde bulunulmalı, yedek personel yetiştirilmeli

	4.
	Bakım ve Kontrol
	Bakım planlarının gecikmesi
	Hizmet aksaması
	Kurum
Çalışan
Öğrenci
Hasta
	1
	4
	4
	1
	Hizmet süreçlerinin aksaması
Çalışan, öğrenci, hasta mağduriyeti
	Yıllık bakım ve kontrollerin yapılması
	Dış hizmet kullanımı

	5.
	Veri Yönetimi
	Yedekleme yapılmaması
	Veri kaybı
	Kurum
Çalışan
Öğrenci
Hasta
	1
	4
	4
	1
	Çalışan, öğrenci, hasta mağduriyeti
Hukuki sorunlar
	Mevzuata uygun yedekleme yapılarak güvenli bir ortamda saklama
	Yılda iki kez veri kurtarma testi uygulaması, 

	6.
	İnternet ve Ağ Erişimi
	Elektrik kesintisi/Kablo arızası
	Erişim kesintisi
	Kurum
Çalışan
Öğrenci
Hasta
	1
	4
	4
	1
	Hizmet süreçlerinin aksaması
Çalışan, öğrenci, hasta mağduriyeti
	Düzenli bakım ve kontrollerin yapılması
	Teknik destek alınması

	7.
	Alt yapı / Donanım
	Elektrik kesintisi/Sistem çökmesi/Sunucu arızası
	Veri kaybı
	Kurum
Çalışan
Öğrenci
Hasta
	1
	4
	4
	1
	Hizmet süreçlerinin aksaması
Çalışan, öğrenci, hasta mağduriyeti
	Riskli birimlerin yedeklerinin düzenli olarak alınması
	Yedeklemelerin düzenli olarak yapılarak güvenli bir ortamda saklanması

	8.
	Veritabanı Güvenliği
	Lisanssız yazılım kullanımı
	Yetkisiz erişim
Kötü yazılım
Veri kaybı
Kötüye kullanma
	Kurum
Çalışan
Öğrenci
Hasta
	1
	3
	3
	1
	Güvenlik açığı
Maddi kayıp
Hukuki problemler
İtibar kaybı

	Fakültemizde Bilgi İşlem Daire Başkanlığından temin edilen ve kullanılan diğer yazılımlar lisanslı yazılımlardır.
	Teknik destek alınması

	9.
	Veritabanı Yönetimi ve Güvenliği
	Kullanıcıların Bilgi Yönetimi Sisteminde gereğinden fazla rol ve yetkilere sahip olması
	Yetki dışında veri silme, değiştirme, 
Veritabanından kritik bilgileri çekme
	Kurum
Çalışan
Öğrenci
Hasta
	1
	3
	3
	1
	Çalışan, öğrenci, hasta mağduriyeti
Güvenlik açığı
Maddi kayıp
Hukuki problemler
İtibar kaybı

	Bilgi Yönetim Sistemine ilişkin rol grupları ve yetkilerinin belirlenmesi
	Rol grupları ve yetkilerin düzenli aralıklarla takip edilmesi

	10.
	Veritabanı İşletimi ve Güvenliği
	Sunucu odasına izinsiz girişlerin yapılması
	Kötüye kullanma
Zarar verme
	Kurum
Çalışan
Öğrenci
Hasta
	1
	4
	4
	1
	Çalışan, öğrenci, hasta mağduriyeti
Güvenlik açığı
Maddi kayıp
Hukuki problemler
İtibar kaybı

	Sunucu (server) odasına girişler, Bilgi İşlem personelinin denetimi ve gözetimi altında gerçekleştirilmektedir.
	

	Olasılık (O): 1-Hemen hemen hiç, 2-Çok az, yılda bir kez, 3-Yılda birkaç kez, 4-Sıklıkla, ayda bir kez, 5-Çok sık, hafata bir/her gün
Şiddet (Ş): 1-İş saati kaybı yok, 2-İş günü kaybı yok, 3-İş günü kaybı var (1gün), 4-Uzun süreli iş günü kaybı var (1 gün-1 hafta), 5-Çok uzun süreli iş günü kaybı var (1 haftadan fazla)
Etki Derecesi (E): O x Ş, 1-Anlamsız risk, 2-6-Düşük risk, 8-12-Orta risk, 15-20-Yüksek risk, 25: Tolere edilemez risk
Önem Derecesi (1): Bölümdeki her risk puan seviyesi, belirli düzeyde önlem alınmasını gerektirir. Ancak önceliklendirme yapılırken, önlemler risk puanı (zarar verme derecesi) yüksek olan risklerden ve şiddet değeri 4 veya 5 olan risklerden başlanarak
alınmalıdır. Şiddet puanı yüksek (4 veya 5) seviyesindeki riskler için mevcut tedbirlerin sürdürülmesi sağlanmalı; ayrıca, bu risklerin zarar verme derecesinin daha düşük seviyelere indirilmesi veya tamamen ortadan kaldırılması amacıyla ilave
önlemler alınmalıdır.
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