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NITELIKLI/ NITELIKLI KIiSISEL VERI ISLEYENIN UYMAKLA YUKUMLU OLDUGU

KURALLAR
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Kisisel veriler “Veri isleyen” olarak yetkilendirilmis personel tarafindan yalnizca KVKK kapsami
ile ve gorev tanimlarindaki islerin ifasi ile sinirli olmak tzere islenebilir.

Personel, gorevin gerektirdigi kadar veriyi gorevi ile 6l¢ilu olarak isleyebilir. Daha fazla veriye
erisimi olsa dahi bu verileri isleyemez.

Kisisel veriler hukuka ve durustlik kurallarina aykiri olarak islenemez. Kisisel verilerin
islenmesinde islendikleri amagla baglantili, sinirli ve 6I¢ill olmasi esastir.

islenen kigisel verilerin dogru ve giincel olmasi esastir. Verilerde hata ve guncel olmayan bir
husus tespit edildiginde derhal Veri Sorumlusuna (Pamukkale Universitesi) bilgi verilmelidir.

Kisisel veriler hicbir sebep, sekil ve surette gorev digi ve/veya sahsi amaglar igin islenemez.

Personel gorev tanimi geregi kisisel veri toplamakla gérevli ise KVKK kapsaminda belirlenmis
kurallara uyacak ve asagidaki sekilde hareket edecektir.

e Personel kigisel verilerin elde edilmesinden hemen 6nce Veri Sorumlusu aydinlatma
yukimlaligune baglihdini beyan etmis olmalidir. (Kendi agik riza onayini vermis olmalidir.)

e Personel kisisel verilerin elde edilmesinden hemen o6nce acgik riza alinmasi gereken
durumlarda, agik riza alinmasi yukimliliginu kargilamahdir.  (ligili kisiden agik riza
onayinin alinmis olmasi saglanmalidir.)

e Personel sadece gorevinin ifasi icin gereken kisisel verileri toplayacak ve bagkaca higbir
veri talep etmeyecektir. Hangi verilerin talep edilebilecegi Veri Sorumlusu tarafindan
bildirilmisse bu sinirin digina gikmayacaktir.

Kisisel veri isleyen personel, kisisel verilerin yetkisiz islenmesi, kaybi, tahribati, hasara
ugramasi, degisiklik yapilmasi veya agiklanmasini dnlemek igin prosedirde yer alan veya
kendisine bildirilen her tirli tedbirin uygulanmasini saglamakla yukumladur.

Kisisel veri isleyen personel kisisel verileri tam bir gizlilik icinde saklamakla kurum tarafindan
belirlenen guvenlik tedbirlerini tam olarak uygulamakla yukamladur.

Kisisel veri igleyen personel sadece yetki tanimlamasina ve dl¢uli olmak Uzere ve sadece ilgili
kurumlarin talep ettigi bilgilerle sinirli veriyi mevcut guvenlik tedbirlerini uygulayarak
aktarabilecektir.

Kisisel veri isleyen personel, veri sorumlusunun agik ve yazili talimati olmaksizin higbir sekilde
yurt disina veya yurtdigina aktarilmak (zere yurticinde bir kisi veya kuruma Kkigisel veri
aktaramaz.

Kisisel veri isleyen personel asagidaki ve buna benzer hallerde derhal veri sorumlusu
temsilcisine bilgi verecektir.
e llgili kisi tarafindan kisisel veriler ile ilgili bir talepte bulunulmasi

e Veri sorumlusunun yukimlultkleriyle ilgili bir sikdyet beyan veya talebin iletilmesi

e Kisisel verilerin herhangi bir nedenle sirket disina veya yetkisiz personele sizmasi yetkisiz
erisim gergeklesmesi veya verilerin prosedire aykiri olarak aktariimasi

e Resmi bir kurum tarafindan kigisel verilerin aktariimasi zorunlulugu doguran bir talepte
bulunulmasi
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e Herhangi bir kurum veya kisinin kendisine aktarilan kigisel verilerin iglenmesi ile ilgili onay
muvafakat ve benzer taleplerinin gelmesi

Kisisel veriler ilgili mevzuatta éngorilen veya islendikleri amag icin gerekli olan sureye kadar
muhafaza edilebilir. Bu nedenle verinin silinmesi gereken durumlarda varsa bagkaca kopyalari
da veri sorumlusuna teslim edilecektir.

Veri sorumlusu veya yetkilendirdigi kisi haberli veya habersiz olarak veri igsleyenin kisisel veriler
ile ilgili islemlerini denetleyebilir. Bu denetim lokal bilgisayar Uzerinden veya uzaktan erigsimle
gergeklestirebilir. Veri isleyen bu denetimlere riza gdstermek ve her tirll kolayli§i saglamakla
yukdmladar.

Kisisel veri igleyen personel, veri sorumlusu tarafindan kisisel verilerin islenmesi ile ilgili
verilecek diger talimatlari eksiksiz olarak yerine getirecektir.

Kisisel veri isleyen personel, glincellemeleri ilgili kisiden gelen talep dogrultusunda takip etmek
ve glincellemelere uygun sekilde hareket etmekle yukidmladur.

Personelin gizlilik yiktimlullkleri is akdinin sona ermesinden sonra da devam eder. Bu halde
veri igsleme yetkisi derhal sona erer. Personel kigisel verilerin depolandigi her turlt aygiti higbir
veriyi 6zel milkiyetine almadan veri sorumlusu temsilcisine derhal iade eder. Varsa tium basili
kopyalar ve diger aygitlar da iade yukimluligine tabidir.

ilgili kisinin asagidaki haklari bulunmaktadir. Personel asagdidaki sorulara cevap verebilecek
sekilde verileri igleyecektir. Bu talepler geldiginde aksiyon alinmasi igin gereken bilgileri veri
sorumlusu temsilcisine saglayacak ve her tirll is birli§ini yapacaktir. Bu sorulara ve taleplere
personelden kaynaklanan nedenlerle cevap verilememesi durumunda olusabilecek cezai ve
hukuki yaptinmlardan personel sahsen sorumludur. ilgili kisinin haklari:

a) Kisisel veri islenip islenmedigini 6grenme

b) Kisisel verileri islenmigse buna iligkin bilgi talep etme

c) Kisisel verilerin islenmesi amacini ve bunlarin amacina uygun kullanilip kullaniimadigini
6grenme

d) Yurticinde veya yurt disinda kisisel verilerin aktarildid1 G¢lncu kisileri bilme
e) Kisisel verilerin eksik veya yanls islenmis olmasi halinde bunlarin dizeltiimesini isteme

f) Kanunun 7.maddesinde éngorilen sartlar gergevesinde kisisel verilerin silinmesini veya yok
edilmesini isteme

g) Yukarida d ve e bentleri uyarinca yapilan islemlerin kisisel verilerin aktarildigi Uguncu
kisilere bildirilmesini isteme

h) islenen verilerin miinhasiran otomatik sistemler vasitasi ile analiz edilmesi suretiyle kiginin
kendisi aleyhine bir sonucun gikmasina itiraz etme

i) Kisisel verilerin kanuna aykiri olarak islenmesi sebebiyle zarar ugramasi halinde zararin
giderilmesini talep etme

Yukarida belirtilen hususlari okudum anladim goérevimin bir parcasi olarak uygulamayi kabul
ediyorum.
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