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1. AMAÇ 

Bilgi Güvenliği Yönetim Sistemi kapsamında, Pamukkale Üniversitesi için temin edilen mal ve hizmetlerin 

sağlanmasında bilgi güvenliğinin korunması ve iş sürekliliğinin sağlanması için tedarikçi/alt yüklenicilerle olan 

tedarikçi ilişkilerini ve kurallarını belirtmektir. 

2. KAPSAM 

Tedarik, Satın Alma Yapan Tüm Birimler 

3. UYGULAMA 
3.1. Temin edilecek tüm mal ve hizmetler için sağlanılması istenen tüm özellik ve işlevler açık bir şekilde teknik 

şartnamede yer almalıdır. 

3.2. Bakım/onarım, temin süresi ile yöntemleri ilgili şartlar belirlenerek şartnameye eklenir. 

3.3. Tedarikçinin/alt yüklenicinin ibraz etmesi gereken ISO, TSE, vb. bilgi ve belgeler teknik şartnamede yer almalıdır. 

3.4. Tedarikçinin/alt yüklenicinin mevzuatta meydana gelebilecek değişiklikler sebebi ile bilgi güvenliği kapsamında 

oluşacak uygulama farklılıklarına uyum sağlaması gerekliliği teknik şartnamede yer almalıdır. 

3.5. Temin edilen mal veya hizmetin kurulum ve destek aşamalarında tedarikçi/alt yüklenici tarafından kurum 

varlıklarına erişim gerçekleşeceği durumlar için erişim yöntemleri ve kapsamı (yetkilendirme, sunucu 

barındırma, gözetimli uzaktan bağlantı gibi bilgi güvenliği önlemleri) açık bir şekilde teknik şartnamede yer 

almalıdır. 

3.6. Tedarikçi/alt yüklenici ile yapılan sözleşmelerden sonra karşılıklı olarak DD.03 Gizlilik Sözleşmesi imzalanır ve 

ilgili tüzel kişilik gizliliği ve tarafsızlığı taahhüt ettiğini gösterir belgeyi ilgili birime yazılı olarak bildirir. 

3.7. Garanti süresince olası anormal durumlardan kaynaklanacak iş sürekliliğinin kırıma uğramaması için tedarikçi/alt 

yükleniciden iletişim yöntemini ve acil durum kapsamı planını oluşturup ilgili birimler ile paylaşması gerekliliği 

teknik şartnamede yer almalıdır. 

3.8. Tedarikçi/alt yüklenicinin sözleşme aşamasından sonra Bilgi İşlem Daire Başkanlığının fiziksel ve/veya elektronik 

varlıkları kapsamında görevlendireceği personelinin kimlik bilgileri ve yetki kapsamını ve yetkilendirilecek 

personelin görevden ayrılması durumunda yetki iptalinin ilgili birime bildirmesi gerekliliği teknik şartnamede yer 

almalıdır. 

3.9. Tedarikçi/alt yüklenici tarafından bilgi güvenliği ihlalinin gerçekleşmesi durumunda, ihlal bilgisini ilgili birime 

bildirme yükümlülüğü teknik şartnamede yer almalıdır. 

3.10. Tedarikçi/alt yüklenici tarafından sağlanan mal/hizmetlerde meydana gelecek değişiklikler (sürüm değişikliği, 

barındırma hizmeti güncellemesi, yetki güncellemeleri vb.) ilgili birime bildirme zorunluluğu teknik şartnamede 

yer almalıdır. 

3.11. Tedarik edilecek bilgi ve iletişim teknolojileri ürünlerinin ve hizmetlerinin tedarikçi zinciri boyunca bilgi 

güvenliğinin tedarikçi/alt yüklenici tarafından sağlanması gerekliliği teknik şartnamede yer almalıdır. 

3.12. Demo veya kavram ispatı (PoC) çalışmalarında gerçek veri ve Bilgi İşlem Daire Başkanlığı varlıkları kullanılacak 

ise çalışmayı yapacak üçüncü tarafa gizlilik taahhütnamesi imzatılmalıdır. 
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