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ÇALIŞANLAR İÇİN FARKINDALIK ve BİLGİLENDİRME 

 

Hatırlayınız - Unutmayınız 

 

Pamukkale Üniversitesinde 6698 sayılı Kişisel Verileri Koruma Kanunun emrettiği tüm çalışmalar 

yapılmaktadır. Pamukkale Üniversitesi çalışanları ve öğrencilerinin temel görevi her zaman Rektörlük tarafından 

bildirilen kurallara uyumlu işlem yapmak ve böylece hem üniversiteyi hem kendilerini muhtemel cezalardan 

korumaktır. Bu yükümlülük bütün çalışanlarımızın, öğrencilerimizin ve iş birliği yaptığımız tedarikçilerimizin 

sorumluluğudur.  

 

Güvenlik Kameraları 

 

Üniversite ve tüm lokasyonlarımız içinde bulunan ortak alanlarda, çalışanların, öğrencilerin, ziyaretçilerin, 

tedarikçilerin görüntüleri kayıt altına alınabilmektedir.  Kamera kayıtları, yasadan kaynaklanan güvenlik 

gerekçeleri ve üniversitenin meşru menfaatleri sebebi ile ve denetim amacıyla işlenmektedir. 

 

İletişim cihazları 

 

Kurum çalışanlarına iş amacı ile teslim edilmiş olan bilgisayar, telefon ve diğer elektronik cihazları sadece iş için 

kullanmalısınız ve yetkisiz erişimi engellemelisiniz. 

 

Kullanıcılara verilen kurumsal bilişim cihazlarını (taşınır bilgisayar, cep telefonu, tablet gibi) başkalarının 

rahatça erişebildiği alanlarda gözetimsiz olarak bırakmayınız. Cihazların çalışması, kaybolması durumunda 

derhal Üniversite Bilgi İşlem Merkezine haber veriniz. 

 

Web Ortamı 

 

Bilinmeyen, güvensiz, genel kablosuz ağ ortamlarında kurum bilgisayarı ile internet bağlantısı yapılmamalıdır.  

 

Üniversite Bilgi Güvenliği Yönetim Sistemi tarafından güvenli olarak tanımlanmış ağlar kullanılmalıdır. 

 

Kişisel Cihazlar ve Uygulamalar 

 

Kurum çalışanları kişisel cep telefonlarınızı, taşınır disklerinizi, MP3 çalarlarınızı, fotoğraf makinelerinizi (harici 

elektronik aygıtları) mümkünse üniversite sistemleri ile entegre etmeyiniz. 

 

Yetkili Erişim 

 

Üniversitenin bilgi yönetim tesislerine (sistem odası, arşiv, ağ cihazı odaları, UPS, jeneratör ve diğer tesisatın 

bulunduğu yerler) sadece yetkili üniversite personeli girebilir. Yetkisi olduğunuz alanlara girmeyiniz. Görev 

tanımınızda yoksa kişisel veri barındıran fiziksel belgeleri almayınız, saklamayınız, dışarı çıkarmayınız. 

 

Üniversite Çalışanlarının, öğrencilerinin, akademik personelin ve tedarikçi çalışanlarının hakları 

 

Kişisel verilerinizin hangi amaçla işlendiği aydınlatma yükümlülüğü beyanı kapsamında belirlenmiştir.  İş 

ilişkinizin devam etmesi süresince ve emeklilik, istifa, fesih, transfer ve benzeri nedenlerle sonlandığı takdirde 

özlük dosyalarınız kanunların emrettiği süreler boyunca saklanacaktır.  

 

Kişisel Veriler için Prensipler 

 

• Üniversite çalışanlarına, hasta ve refakatçilerine, öğrenci ve misafir akademik personele ve benzeri özellikte 

olan paydaşların kişisel bilgilerini izinsiz ve kurum dışında paylaşması suçtur. 

• Yasaklanmayan her şey serbest değildir. İzin verilmeyen her işlem yasaktır. 

• Kişisel veri bulunduran kayıtları kişisel bilgisayarında tutma.  

• Kurumsal bilgisayarında “veri kayıt sistemi” içinde tanımlanmamış alanlarda tutma. 


