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1. GIRIiS VE POLITIKA’NIN HAZIRLANMA AMACI

isbu Kisisel Veri Saklama ve imha Politikasi (“Politika”), 6698 Sayili Kisisel Verilerin Korunmasi Kanunu
(“KVKK” ya da “Kanun”) ve Kanun’un ikincil diizenlemesini teskil eden 28 Ekim 2017 tarihli Resmi
Gazete’de yayimlanarak yurirlige giren Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale
Getirilmesi Hakkinda Yénetmelik (“Yonetmelik”) uyarinca yidkumliltklerimizin yerine getirilmesi ve
kisisel verilerin islendikleri amag icin gerekli olan azami saklama siiresinin belirlenmesi islemi ile silme,
yok etme ve anonim hale getirme islemleri icin dayanak olarak kullanilmasi ve bu islemler hakkinda ilgili
kisilerin bilgilendirilmesi amaciyla, veri sorumlusu sifatiyla Pamukkale Universitesi tarafindan
hazirlanmustir.

2. KAPSAM

Bu politika, kurum nezdinde tutulan, kurumun tim ¢alisanlarini, danismanlarini ve kisisel veri paylasimi
s0z konusu olan tim durumlarda tedarikgilerini ve kurumun diger hukuki iliskiye girdigi gercek ve tizel
kisileri, bu verileri tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin parcasi
olmak kaydiyla otomatik olmayan yollarla islenen kanun ile tanimlanan kisisel verileri ve 6zel nitelikli
kisisel verileri kapsamaktadir. Politikada aksi belirtiimedikce kisisel veriler ve 6zel nitelikli kisisel veriler
birlikte “Kisisel Veriler” olarak adlandirilacaktir.

3. YETKi VE SORUMLULUKLAR

Kurum igerisinde Kanun, Yonetmelik ve Politika ile belirtilen verinin imhasina dair gereklerin yerine
getirilmesinde tim calisanlar, danismanlar, dis hizmet saglayicilari ve diger surette kurum nezdinde
kisisel veri saklayan ve isleyen herkes bu gerekleri yerine getirmekten sorumludur. Her is birimi kendi is
slireglerinde Urettigi veriyi saklamak ve korumakla yukimladur.

KVK Kurulu ile yapilan tebligat veya yazismalari veri sorumlusu adina tebellig veya kabul etme ve sicile
kayit gibi islemlerin sorumlulugu “Veri Sorumlusu irtibat Kisisindedir.

4. TANIMLAR

Tablo.1. Tanim Tablosu

Kisaltma Tanim
Acik Riza Belirli bir konuyailiskin, bilgilendirilmeye dayanan ve 6zgur iradeyle agiklanan
riza.

Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden

ilgili Kullanici sorumlu olan kisi ya da birim hari¢c olmak lizere veri sorumlusu organizasyonu
icerisinde veya veri sorumlusundan aldigl yetki ve talimat dogrultusunda
kisisel verileri isleyen kisilerdir.

imha Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi.

Kanun/KVKK 6698 Sayili Kisisel Verilerin Korunmasi Kanunu.
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Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin
parcasi olmak kaydiyla otomatik olmayan yollarla islenen kisisel verilerin
bulundugu her tirli ortam.

Kimligi belirli veya belirlenebilir gergek kisiye iliskin her tirla bilgi.

Kisisel verilerin tamamen veya kismen otomatik olan ya da herhangi bir veri
kayit sisteminin pargasi olmak kaydiyla otomatik olmayan yollarla elde
edilmesi, kaydedilmesi, depolanmasi, muhafaza edilmesi, degistirilmesi,
yeniden diizenlenmesi, aciklanmasi, aktarilmasi, devralinmasi, elde edilebilir
hale getirilmesi, siniflandirilmasi ya da kullanilmasinin engellenmesi gibi
veriler lGzerinde gergeklestirilen her turltislem.

Kisisel verilerin, baska verilerle eslestirilerek dahi hicbir surette kimligi belirli
veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek hale getirilmesi.

Kisisel verilerin silinmesi; kisisel verilerin ilgili Kullanicilar igin hicbir sekilde
erisilemez ve tekrar kullanilamaz hale getirilmesi.

Kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erisilemez, geri getirilemez
ve tekrar kullanilamaz hale getirilmesi islemi.

Kisisel Verileri Koruma Kurulu.

Kisilerin irki, etnik kdkeni, siyasi diistincesi, felsefi inanci, dini, mezhebi veya
diger inanclari, kilik ve kiyafeti, dernek, vakif ya da sendika Uyeligi, saghgi,
cinsel hayati, ceza mahk(imiyeti ve glvenlik tedbirleriyle ilgili verileri ile
biyometrik ve genetik verileri.

Kanun’da yer alan kisisel verilerin islenme sartlarinin tamaminin ortadan
kalkmasi durumunda kisisel verileri saklama ve imha politikasinda belirtilen
ve tekrar eden araliklarla re’sen gercgeklestirilecek silme, yok etme veya
anonim hale getirme islemi.

Kisisel verisi islenen gercek kisi.

Kisisel verilerin isleme amaglarini ve vasitalarini belirleyen, veri kayit
sisteminin kurulmasindan ve yonetilmesinden sorumlu olan gergek veya tizel
kisi.

28 Ekim 2017 tarihinde Resmi Gazete’de yayimlanan Kisisel Verilerin
Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik.
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KURALLAR

Pamukkale Universitesi tarafindan kisisel verilerin saklanmasi ve imhasinda asagida yer alan ilkeler
dogrultusunda hareket edilmektedir:

a)

b)

c)

d)

6.

Kisisel verilerin silinmesi, yok edilmesi ve anonim hale getirilmesinde Kanun’un 4. maddesinde sayilan
ilkeler! ile 12. maddesi kapsaminda alinmasi gereken ve isbu Politikanin 6.2. maddesinde belirtilen
teknik ve idari tedbirlere, ilgili mevzuat hiikiimlerine, Kurul kararlarina ve isbu Politikaya tamamen
uygun hareket edilmektedir.

Kisisel verilerin silinmesi, yok edilmesi, anonim hale getirilmesiyle ilgili yapilan islemler kayit altina
alinmakta ve s6z konusu kayitlar, diger hukuki ylkimlilikler haric olmak lizere en az 6 ay slreyle
saklanmaktadir.

Kurul tarafindan aksine bir karar alinmadikga, kisisel verileri re’sen silme, yok etme veya anonim hale
getirme ydntemlerinden uygun olani tarafimizca segilmektedir. Ancak, ilgili Kisinin talebi halinde
uygun yontem gerekgesi aciklanarak secilecektir.

Kanun’un 5. ve 6. maddelerinde yer alan kisisel verilerin islenme sartlarinin tamaminin ortadan
kalkmasi halinde, kisisel veriler re’sen veya ilgili kisinin talebi tGzerine silinmekte, yok edilmekte veya
anonim hale getirilmektedir. Bu hususta ilgili Kisi tarafindan Pamukkale Universitesi’ne basvurulmasi
halinde;

iletilen talepler en geg 30 (otuz) giin icerisinde sonuglandiriimakta ve ilgili kisiye bilgi verilmektedir,
Talebe konu verilerin Uglincii kisilere aktarilmis olmasi durumunda, bu durum verilerin aktarildig Gglnci
kisiye bildiriimekte ve lglinci kisiler nezdinde gerekli islemlerin yapilmasi temin edilmektedir.

a) Hukuk ve diristlik kurallarina uygun olma,
b) Dogru ve gerektiginde giincel olma,
c) Belirli, acik ve mesru amaglar igin islenme,

d) islendikleri amagla baglantili, sinirli ve 8lciilii olma,
e) ilgili mevzuatta éngdriilen veya islendikleri amag icin gerekli olan siire kadar muhafaza edilme.

SAKLAMA VE iIMHAYI GEREKTIREN SEBEPLERE iLISKiN ACIKLAMALAR

Veri sahiplerine ait kisisel veriler, Pamukkake Universitesi tarafindan 6zellikle

i) insan Kaynaklari siireglerimizin ve faaliyetlerimizin yiritilebilmesi,
ii) Bilgi glivenligi slireclerinin planlanmasi, bunlarin denetimi ve icrasi,
iii) Bilgi teknolojileri altyapisinin olusturulmasi ve yonetilmesi,
iv) Finans ve/veya muhasebe islerinin takibi,
V) S6zlesme yonetimi, hukuki islemlerin tesisi ve hukuki stireclerin takibi,



e Unp Form No PAU-29
\3.-*?&' % Yayin Tarihi 07.12.2022
' . . . . Revizyon No 00
| KISISEL VERI SAKLAMA VE IMHA POLITIKASI

vi)  Tesis ve personel glivenliginin saglanmasi,
vii) Universitemizin sézlesme/taahhiit ve kanuni yiikimliliiklerini tam ve geregi gibi ifa edebilmesi,
viii)  Tarafimiza ileteceginiz 6neri, istek, sikayet ve ariza bildirimlerinin degerlendirilebilmesi,
cevaplandirilabilmesi ve bildirimler uyarinca iyilestirme ¢alismalarinin yapilabilmesi,
ix)  Yurtici ve yurtdisi satin alma, tedarik, nakliye, lojistik, ithalat ve glimrik islemlerinin organize
edilmesi ve yiritilmesi,
x)  Verilerin gilivenliginin saglanmasi amaciyla yedeklenmesi,
xi) Kanunlarda 6ngoriilmesi ve envanterde belirlenen amaclariyla sayilan fiziki veyahut elektronik
ortamlarda glivenli bir bicimde KVKK ve diger ilgili mevzuatta belirtilen sinirlar ¢ergevesinde
saklanmaktadir.

Saklamayi gerektiren sebepler asagidaki gibidir:

Kisisel verilerin sozlesmelerin kurulmasi ve ifasi ile dogrudan dogruya ilgili olmasi nedeniyle
saklanmasi,

Kisisel verilerin bir hakkin tesisi, kullanilmasi veya korunmasi amaciyla saklanmasi,

Kisisel verilerin kisilerin temel hak ve ozglrliklerine zarar vermemek kaydiyla Pamukkae
Universitesi’nin mesru menfaatleri icin saklanmasinin zorunlu olmasi,

Kisisel verilerin Pamukkale Universitesi’nin herhangi bir hukuki yikimlGligiini yerine getirmesi
amaciyla saklanmasi,

Mevzuatta kisisel verilerin saklanmasinin agik¢a dngoérilmesi,

Veri sahiplerinin agik rizasinin alinmasini gerektiren saklama faaliyetleri agisindan veri sahiplerinin
acik rizasinin bulunmasi. Yonetmelik uyarinca, asagida sayilan hallerde veri sahiplerine ait kisisel
veriler, Pamukkale Universitesi tarafindan resen yahut talep tizerine silinir, yok edilir veya anonim
hale getirilir.

Yénetmelik uyarinca, asagida sayilan hallerde veri sahiplerine ait kisisel veriler Pamukkale Universitesi
tarafindan re ‘sen yahut talep lzerine silinir, yok edilir veya anonim hale getirilir:

Kisisel verilerin islenmesine veya saklanmasina esas teskil eden ilgili mevzuat hikimlerinin
degistirilmesi veya ilgasi,

Kisisel verilerin islenmesini veya saklanmasini gerektiren amacin ortadan kalkmasi,

Kanun’un 5. ve 6. maddelerindeki kisisel verilerin islenmesini gerektiren sartlarin ortadan kalkmasi.
Kisisel verileri islemenin sadece agik riza sartina istinaden gergeklestigi hallerde, ilgili kisinin rizasini
geri almasi,

ilgili kisinin, Kanun’un 11. Maddesinin (e) ve (f) bentlerindeki haklari cercevesinde kisisel verilerinin
silinmesi, yok edilmesi veya anonim hale getirilmesine iliskin yaptigi basvurunun veri sorumlusu
tarafindan kabul edilmesi,

Veri sorumlusunun, ilgili kisi tarafindan kisisel verilerinin silinmesi, yok edilmesi veya anonim hale
getirilmesi talebi ile kendisine yapilan basvuruyu reddetmesi, verdigi cevabin yetersiz bulunmasi veya
Kanun’da 6ngorilen sire icinde cevap vermemesi hallerinde; Kurul’a sikdyette bulunulmasi ve bu
talebin Kurul tarafindan uygun bulunmasi,

Kisisel verilerin saklanmasini gerektiren azami siirenin ge¢cmis olmasina ragmen, kisisel verileri daha
uzun siire saklamayi hakh kilacak herhangi bir sartin mevcut olmamasi.
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7. SAKLAMA VE iMHA SURELERI

Pamukkale Universitesi tarafindan KVKK ve diger ilgili mevzuat hiikiimlerine uygun olarak elde edilen
kisisel verilerinizin saklama ve imha sirelerinin tespitinde asagida sirasiyla belirtilen olgitlerden
yararlanilmaktadir:

a) Mevzuatta s6z konusu kisisel verinin saklanmasina iliskin olarak bir siire 6ngoérilmus ise bu slireye
riayet edilir. Anilan siirenin sona ermesi akabinde veri hakkinda 2. bent kapsaminda islem yapilir.

b) So6z konusu kisisel verinin saklanmasina iliskin olarak mevzuatta 6ngorilen siirenin sona ermesi veya
ilgili mevzuatta s6z konusu verinin saklanmasina iliskin olarak herhangi bir stire dngoriilmemis olmasi
durumunda sirasiyla;

c) Kisisel veriler, KVKK’'nin 6. maddesinde yer alan tanimlama baz alinarak, kisisel veriler ve 6zel nitelikli
kisisel veriler olarak siniflandirmaya tabi tutulur. Ozel nitelikte oldugu tespit edilen tiim kisisel veriler
imha edilir. S6z konusu verilerin imhasinda uygulanacak yontem verinin niteligi ve saklanmasinin
Pamukkale Universitesi nezdindeki 5nem derecesine goérebelirlenir.

e Verinin saklanmasinin KVKK’'nin 4. maddesinde belirtilen ilkelere uygunlugu o6rnegin; verinin
saklanmasinda Pamukkale Universitesi’'nin mesru bir amacinin olup olmadig sorgulanir.
Saklanmasinin KVKK’nin 4. maddesinde yer alan ilkelere aykirilik teskil edebilecegi tespit edilen veriler
silinir, yok edilir ya da anonim hale getirilir.

e Verinin saklanmasinin KVKK’'nin 5. ve 6. maddelerinde o6ngorilmiis olan istisnalardan
hangisi/hangileri kapsaminda degerlendirilebilecegi tespit edilir. Tespit edilen istisnalar cercevesinde
verilerin saklanmasi gereken makul siireler tespit edilir. S6z konusu sirelerin sona ermesi halinde
veriler silinir, yok edilir ya da anonim hale getirilir.

Pamukkale Universitesi tarafindan tespit edilen saklama, imha ve periyodik imha siirelerine, bu
politikada yer alan Tablo.2’den ulasabilirsiniz.

Saklama siiresi dolan kisisel veriler, imha sireleri gergevesinde, 6 aylik periyodlarla Politika’da yer verilen
usullere uygun olarak imha edilir.

Kisisel verilerin silinmesi, yok edilmesi ve anonim hale getirilmesiyle ilgili yapilan bitin islemler kayit
altina alinir ve s6z konusu kayitlar, diger hukuki ytukimlulikler hari¢c olmak lizere en az 6 ay slreyle
saklanir.

8. KISISEL VERILERIN PAMUKKALE UNIVERSITESIi TARAFINDAN SAKLANMASI VE iMHASI USULLER

KAYIT ORTAMLARI

Veri sahiplerine ait kisisel veriler, Pamukkale Universitesi tarafindan asagidaki tabloda listelenen
ortamlarda basta KVKK hikimleri olmak lizere ilgili mevzuata uygun olarak ve uluslararasi veri glivenligi
prensipleri cercevesinde glvenli bir sekilde saklanmaktadir:
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Elektronik ortamlar:

Sunucular (Etki alani, yedekleme, e-posta, veritabani, web, dosya paylasim, vb.)

Yazihmlar (ofis yazihmlari, portal, devlet uygulamalari, VERBIS.)

Bilgi glivenligi cihazlar (gUvenlik duvari, saldiri tespit ve engelleme, glinlik kayit dosyasi, antivirts vb.)
Kisisel bilgisayarlar (MasaUst, dizist()

Optik diskler (CD, DVD vb.)

Cikartilabilir bellekler (USB, Hafiza Kart vb.)

Yazicl, tarayici, fotokopi makinesi

Fiziksel ortamlar:
Kagit

Yazili, basil, formlar, s6zlesmeler, goérsel ortamlar

TEKNIK VE iDARi TEDBIRLER

Kisisel verilerinizin glivenli bir sekilde saklanmasi, hukuka aykiri olarak islenmesi, erisilmesinin dnlenmesi
ve verilerin hukuka uygun olarak imha edilmesi amaciyla KVKK'nin 12. maddesindeki ilkeler
cercevesinde, Pamukkale Universitesi tarafindan alinmis olan tiim idari ve teknik tedbirler asagida
saylmistir:

a)

idari Tedbirler:

Pamukkale Universitesi idari tedbirler kapsaminda;

b)

Saklanan kisisel verilere Kurum ici erisimi is tanimi geregi erismesi gerekli personel ile sinirlandirir.
Erisimin sinirlandirilmasinda verinin 6zel nitelikli olup olmadigi ve 6nem derecesi de dikkate alinir.
islenen kisisel verilerin hukuka aykiri yollarla baskalar tarafindan elde edilmesi halinde, bu durumu
en kisa siirede ilgilisine ve Kurul’a bildirir.

Kisisel verilerin paylasilmasi ile ilgili olarak, kisisel verilerin paylasildigi kisiler ile kisisel verilerin
korunmasi ve veri giivenligine iliskin ¢cerceve s6zlesme imzalar yahut mevcut s6zlesmesine eklenen
hikiumler ile veri glivenligini saglar.

Kisisel verilerin islenmesi hakkinda bilgili ve deneyimli personel istihdam eder ve personeline kisisel
verilerin korunmasi mevzuati ve veri glivenligi kapsaminda gerekli egitimleri verir.

Kendi tlzel kisiligi nezdinde Kanun hikiimlerinin uygulanmasini saglamak amaciyla gerekli
denetimleri yapar ve yaptirir. Denetimler sonucunda ortaya ¢ikan gizlilik ve giivenlik zafiyetlerini
giderir.

Teknik Tedbirler:

Pamukkale Universitesi teknik tedbirler kapsaminda;
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e Kurulan sistemler kapsaminda gerekli i¢ kontrolleri yapar.

e Kurulan sistemler kapsaminda bilgi teknolojileri risk degerlendirmesi ve is etki analizinin
gerceklestirilmesi slireclerini yarutdar.

e Verilerin kurum disina sizmasini engelleyecek veyahut gbzlemleyecek teknik altyapinin temin
edilmesini ve ilgili matrislerin olusturulmasini saglar.

e Diizenli olarak ve ihtiya¢ olustugunda sizma testi hizmeti alarak sistem zafiyetlerinin kontrollni
saglar.

e Bilgi teknolojileri birimlerinde ¢alisanlarin kisisel verilere erisim yetkilerinin kontrol altinda
tutulmasini saglar.

e Kisisel verilerin yok edilmesi geri dontstiurilemeyecek ve denetim izi birakmayacak sekilde saglanir.

e Kanun’un 12. maddesi uyarinca, kisisel verilerin saklandigl her tirli dijital ortam, bilgi glivenligi
gereksinimlerini saglayacak sekilde sifreli veyahut kriptografik yontemler ile korunur.

10. KiSISEL VERILERIN IMHA USULLERI

Pamukkale Universitesi tarafindan KVKK ve diger ilgili mevzuata uygun olarak elde edilen kisisel veriler
Kanun ve Yonetmelik’te sayilan kisisel veri isleme amaglarinin ortadan kalkmasi halinde Pamukkale
Universitesi  tarafindan resen yahut ilgili Kisinin basvurusu Ulzerine yine Kanun ve ilgili mevzuat
hiikiimlerine uygun olarak asagida belirtilen teknikler ile imha edilecektir.

a) Kisisel Verilerin Silinmesi ve Yok Edilmesi Teknikleri:

Pamukkale Universitesi tarafindan kisisel verilerin silinmesi ve yok edilmesi tekniklerine iliskin usul ve
esaslar asagida sayllmistir:

Kisisel Verilerin Silinmesi:

Yazilimdan Giivenli Olarak Silme: Tamamen veya kismen otomatik olan vyollarla islenen ve dijital
ortamlarda muhafaza edilen veriler silinirken; ilgili Kullanicilar icin hicbir sekilde erisilemez ve tekrar
kullanilamaz hale getirilecek bicimde verinin ilgili yazilimdan silinmesine iliskin yontemler kullanilir.

Bulut sisteminde ilgili verilerin silme komutu verilerek silinmesi; merkezi sunucuda bulunan dosya veya
dosyanin bulundugu dizin Gzerinde ilgili kullanicinin erisim haklarinin kaldirilmasi; veri tabanlarinda ilgili
satirlarin veri tabani komutlari ile silinmesi; veya tasinabilir medyada yani flash ortaminda bulunan
verilerin uygun yazilimlar kullanilarka silinmesi bu kapsamda sayilabilecektir.

Ancak, kisisel verilerin silinmesi islemi, diger verilere de sistem igerisinde erisilememe ve bu verileri
kullanamama sonucunu doguracak ise, asagidaki kosullarin saglanmasi kaydiyla, kisisel verilerin ilgili
kisiyle iliskilendirilemeyecek duruma getirilerek arsivlenmesi halinde de kisisel veriler silinmis
sayilacaktir.

e Baska herhangi bir kurum, kurulus veyahut kisinin erisimine kapali olmasi,
e Kisisel verilere yalnizca yetkili kisiler tarafindan erisilmesini saglayacak sekilde gerekli her tirli teknik
ve idari tedbirlerin alinmasi.
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Uzman Tarafindan Giivenli Olarak Silme: Bazi durumlarda kendisi adina kisisel verileri silmesi icin bir
uzman ile anlasabilir. Bu durumda, kisisel veriler bu konuda uzman olan kisi tarafindan ilgili Kullanicilar
icin hicbir sekilde erisilemez ve tekrar kullanilamaz hale getirilecek bigcimde giivenli olarak silinir.

Kagit Ortaminda Bulunan Kisisel Verilerin Karartilmasi: Kisisel verilerin amaca yonelik olmayan
kullanimini énlemek veya silinmesi talep edilen verileri silmek icin ilgili kisisel verilerin fiziksel olarak
kesilerek belgeden cikartilmasi veya geri dondirilemeyecek ve teknolojik ¢éziimlerle okunamayacak
sekilde sabit mirekkep kullanilarak gériinemeyecek hale getirilmesi, kapatilmasi yontemidir.

Kisisel Verilerin Yok Edilmesi:

Fiziksel Yok Etme: Kisisel veriler herhangi bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan vyollarla da islenebilmektedir. Bu tir veriler yok edilirken kisisel verinin sonradan
kullanilamayacak bigimde fiziksel olarak yok edilmesi sistemi uygulanmaktadir.

Kisisel Verilerin Anonim Hale Getirilmesi Teknikleri:

Pamukkale Universitesi tarafindan kisisel verilerin anonim hale getirilmesi tekniklerine iliskin usul ve
esaslar asagida sayllmistir:

11. DIGER HUSUSLAR

KVKK ve ilgili diger mevzuat hikimleri ile isbu Politika arasinda uyumsuzluk olmasi halinde, 6ncelikle
KVKK ve ilgili diger mevzuat hikimleri uygulanacaktir.

Politika’da degisiklik olmasi durumunda, Politika’nin yirurlik tarihi ve ilgili maddeler bu dogrultuda
glincellenecektir.



SAKLAMA VE iMHA SURELERi TABLOSU

Kurum tarafindan islenen verilere ait saklama ve imha siireleri Kisisel Veri isleme Envanterinde siire¢
bazinda tespit edilmis olup, anilan Envanter’e kurum Uzerinden erisilebilecektir.

Sirket’in ilgili kisisel veriyi kullanma amaci sona ermedi ise, ilgili mevzuat geregi ilgili kisisel veri igin
ongorilen saklama siiresi tabloda yer alan sirelerden fazla ise veya ilgili konuya iliskin dava zamanagimi
sliresi kisisel yerinin tabloda yer alan sirelerden fazla saklanmasini gerektiriyorsa, tabloda yer alan
stireler uygulanmayabilecektir. Bu halde kullanim amaci, 6zel mevzuat veya dava zamanasimi siiresinden
hangisi daha sonra sona eriyor ise, o slire uygulama alani bulacaktir.

Tablo.2. Saklama ve imha Siireleri

Veri Kategorisi Veri Saklama Siiresi
1-Kimlik 101 Vil
2-iletisim 101 Yil
4-Ozlik 101 vil
5-Hukuki islem 10 VIl
6-Musteri islem 101 Yil
7-Fiziksel Mekan Gulvenligi 2 Ay
8-islem Guvenligi 2 Vil
9-Risk Yonetimi 10 vil
10-Finans 101vil
11-Mesleki Deneyim 101 Yil
13-Gorsel ve Isitsel Kayitlar 101 Yl
14-Irk ve Etnik Koken 101vil

16-Felsefi inang, Din, Mezhep ve Diger inanclar 101 vl

20-Sendika Uyeligi 101 vl
21-Saghk Bilgileri 101vil
23-Ceza MahkUmiyeti ve Guvenlik Tedbirleri 101 Yil
26-DAskerlik Durumu 101vil

10



26-Mesleki Bilgi 101 Yil

26-Egitim Bilgileri 101 Yil

12. SAKLAMA VE iMHA SUREGLERINDE GOREVLI KiSILER

Kurum, isbu politika ve bu politikaya bagli ve iliskili diger politikalari, bu politikalarda belirtilen isleme ve imha
sureglerini ydnetmek lizere, ayni zamanda Ust yonetim tarafindan uyum igin belirlenen aksiyonlarin yerine
getirilmesinden sorumlu “Kisisel Verilerin Korunmasi Komisyonu” veya bu konuda sorumlu olacak kisi veya
kisiler atanir.

Bu kapsamda ilgili kisi veya komisyon tarafindan yiritllecek isler:

e Kisisel verilerin korunmasi ve islenmesine iliskin stireglerin tasarimina iliskin belgelerin hazirlanmasi,
takibi ve bunlarin ilgili kisilerin onaylarina sunulmasi,

e Kisisel verilerin korunmasina ve islenmesine iliskin belgelerin uygulanmasinin temini ve gerekli
denetimlerin yapilmasi,

o KVK Kurumu ve KVK Kurulu ile olan iliski ve yazismalarin takibi.

13. POLITiKANIN YAYIMLANMASI VE GUNCELLENMESi

isbu Politika gerek duyulan hallerde ve ihtiyac halinde giincellenir ve degisiklik yine internet sitesinde
yayinlanmak suretiyle yirirltuge girer.
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