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1. Amag

Bu politika Pamukkale Universitesi tarafindan yiiriitiilen her tiirli faaliyette 6698 Sayili Kisisel Verilerin
Korunmasi Kanunu’na (KVKK) teknik ve idari dnlemlere uygun olarak kisisel veri isleme faaliyeti ve kisisel
verilerin korunmasina yonelik benimsenen yoéntemleri tarif etmeyi amaglamaktadir. Kisisel Verilerin
Korunmasi ve islenmesi Politikasi, kisisel verilerin Pamukkale Universitesi tarafindan toplanmasi,
kullanilmasi, paylasmasi, saklanmasi ve imhasi sireclerinde uygulanan prensipleri icerir. Pamukkale
Universitesi ile ilisigi devam eden hizmet yararlanicilari, tedarikgiler, kurum calisanlari, ziyaretciler, is birligi
icinde oldugumuz kurumlarin galisanlari ve Uglincii kisiler basta olmak tizere kisisel verileri kurum tarafindan
islenen kisileri bilgilendirmeyi amaglanmaktadir.

2. Kapsam

Bu Politika ile kurumumuz ile ilisigi devam eden tedarikgiler, kurum ¢alisanlari, ziyaretgilerimiz, is birligi
icinde oldugumuz kurumlarin calisanlari ve Uglinci kisilerin otomatik olan ya da herhangi bir veri kayit
sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla kurumumuzun siireclerinde islenen tiim kisisel
verileri kapsar.

3. Yetki ve Sorumluluklar

Kurum igerisinde Kanun, Yonetmelik ve Politika ile belirtilen verinin imhasina dair gereklerin yerine
getirilmesinde tim calisanlar, danismanlar, dis hizmet saglayicilari ve diger surette kurum nezdinde kisisel
veri saklayan ve isleyen herkes bu gerekleri yerine getirmekten sorumludur.

Her is birimi kendi is sreclerinde Urettigi veriyi saklamak ve korumakla yakamludar.

is stireglerini etkileyecek ve veri biitiinliigiiniin bozulmasina, veri kaybina ve yasal diizenlemelere aykiri
sonuglar dogmasina neden olacak imhalara; ilgili kisisel verinin tiirQi, icinde yer aldigi sistemler ve veri
islemeyi yapan is birimi dikkate alinarak ilgili bilgi sistemleri bolim karar verecektir.

KVK Kurulu ile yapilan tebligat veya yazismalari veri sorumlusu adina tebellGg veya kabul etme ve sicile kayit
gibi islemlerin sorumlulugu veri sorumlusu irtibat kigisindedir.

4. Tanimlar ve Kisaltmalar
Agik Riza; Belirli bir konuya iliskin, bilgilendirilmeye dayanan ve 6zgir iradeyle agiklanan riza.

ilgili Kullanici; Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden sorumlu olan kisi ya
da birim harig olmak tizere veri sorumlusu organizasyonu igerisinde veya veri sorumlusundan aldigi yetki ve
talimat dogrultusunda kisisel verileri isleyen kisilerdir.

imha; Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi.
Kanun; KVKK 6698 Sayili Kisisel Verilerin Korunmasi Kanunu.

Kayit Ortami; Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin pargasi olmak
kaydiyla otomatik olmayan yollarla islenen kisisel verilerin bulundugu her tirlii ortam.

Kisisel Veri; Kimligi belirli veya belirlenebilir gercek kisiye iliskin her tirli bilgi.

Kisisel Verilerin islenmesi; Kisisel verilerin tamamen veya kismen otomatik olan ya da herhangi bir veri kayit
sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla elde edilmesi, kaydedilmesi, depolanmasi,
muhafaza edilmesi, degistiriimesi, yeniden dlizenlenmesi, acgiklanmasi, aktariimasi, devralinmasi, elde
edilebilir hale getirilmesi, siniflandirilmasi ya da kullanilmasinin engellenmesi gibi veriler Uzerinde
gerceklestirilen her tirli islem.
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Kisisel Verilerin Anonim Hale Getirilmesi; Kisisel verilerin, baska verilerle eslestirilerek dahi hicbir surette
kimligi belirli veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek hale getirilmesi.

Kisisel Verilerin Silinmesi; Kisisel verilerin silinmesi, kisisel verilerin ilgili Kullanicilar igin hicbir sekilde
erisilemez ve tekrar kullanilamaz hale getirilmesi.

Kisisel Verilerin Yok Edilmesi; Kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erisilemez, geri getirilemez
ve tekrar kullanilamaz hale getirilmesi islemi.

Kurul; Kisisel Verileri Koruma Kurulu.

Ozel Nitelikli Kisisel Veri; Kisilerin irki, etnik kdkeni, siyasi diisiincesi, felsefi inanci, dini, mezhebi veya diger
inanclari, kilk ve kiyafeti, dernek, vakif ya da sendika (yeligi, sagligi, cinsel hayati, ceza mahkimiyeti ve
glvenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri.

Periyodik imha; Kanun’da yer alan kisisel verilerin islenme sartlarinin tamaminin ortadan kalkmasi
durumunda kisisel verileri saklama ve imha politikasinda belirtilen ve tekrar eden araliklarla re’sen
gerceklestirilecek silme, yok etme veya anonim hale getirme iglemi.

Veri Sahibi/ilgili Kisi; Kisisel verisi islenen gercek kisi.

Veri isleyen; Veri sorumlusunun verdigi yetkiye dayanarak onun adina kisisel verileri isleyen gercek veya
tuzel kisi.

Veri Sorumlusu; Kisisel verilerin isleme amaclarini ve vasitalarini belirleyen, veri kayit sisteminin

kurulmasindan ve yénetilmesinden sorumlu olan gercek veya tiizel kisi.

Veri Sorumlusu irtibat Kisisi ve Yardimcilari; Veri sorumlusu Tiirkiye de yerlesik bir tiizel kisi oldugundan
dolayi veri sorumlusu irtibat kisisi atanmistir. Bu sebepten irtibat kisinin ve yardimcilarinin temel goérevi
Kisisel verilerin isleme amaclarini ve vasitalarini belirleyen, veri kayit sisteminin kurulmasindan ve
yonetilmesinden sorumlu olan gercek kisilerdir.

Yonetmelik; 28 Ekim 2017 tarihinde Resmi Gazete 'de yayimlanan Kisisel Kisaltma Tanim Verilerin Silinmesi,
Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik.

5. Kisisel Verilerin Korunmasi ve islenmesi Politikasi

Kurumumuz, kisisel verileri korunmasi ve islenmesi icin gerekli tedbirleri ve uygulanan sireci politika ile
somut bir sekilde ortaya koymaktadir. ilgili kanunlar ve yénetmeliklere ile bu politikanin uyumsuz oldugu
durumlarda ya da glincellenen mevzuatlar dogrultusunda politikanin glincel olmamasi halinde Pamukkale
Universitesi  Kurumu vyirirliikteki mevzuata uyacagini kabul etmektedir. Kanun, ydnetmelik ve
mevzuatlarda olan degisikliklere gére bu politika giincellenip, Pamukkale Universitesi kurumunun yasal
gerekliliklerini yerine getirmesi icin yenilenir.

5.1. Kigisel Verilerin Glivenliginin Saglanmasi

Pamukkale Universitesi, kisisel verilerin korunmasi icin gerekli olan uygun giivenlik diizeyini temin etmeye
yonelik gerekli her tirli teknik ve idari tedbirleri almaktadir.

KVKK’'nin 12. Maddesinin 1. bendinde 6ngorilen;

o Kisisel verilerin hukuka aykiri olarak islenmesini 6nlemek,
o Kisisel verilere hukuka aykiri olarak erisilmesini 6nlemek,
o Kisisel verilerin muhafazasini saglamak.

Tedbirlerini almaktadir.
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Kurumumuz, Kisisel verilerin glvenligini saglamak icin uyguladigi tedbirler alt maddelerde
detaylandiriimistir.

5.1.1. Teknik Tedbirler

Pamukkale Universitesi Kurumu, veri giivenligini saglamak amaciyla bilgili ve deneyimli kisiler istihdam eder
ve personeline gerekli KVK egitimlerini verir. Kurulan sistemler i¢in gerekli i¢ kontroller yapilir. Kurulan
sistemler kapsaminda risk analizi, veri siniflandirmasi, bu siirecler dogrultusunda teknolojideki gelismelere
uygun teknik 6nlemler alinmaktadir. Gelisen teknolojiye uygun altyapi yatirimlar yapilir. Viris koruma
sistemleri ve glvenlik duvarlarini iceren yazimlar ve donanimlarin kurulmasini saglar. Sistemlerinin glincel
ve bilinen acikliklara karsi gerekli giivenlik énlemlerinin alinmis versiyonlarini kullanir. Risk teskil eden
noktalar tespit edilerek gerekli teknik tedbirler alinir. Alinan tedbirlerin kontroller ile siirekli yasatilmasini
saglar.

5.1.2. idari Tedbirler

Pamukkale Universitesi Kurumu kisisel verilerin giivenligini saglamak amaci ile gerekli idari tedbirleri alir ve
calisanlarin bu tedbirlere gére ¢alismalarini denetler. is birim bazli belirlenen hukuksal uyum gerekliliklerine
uygun olarak ve is siireglerinin aksamasina neden olmayacak diizeyde erisim ve yetkilendirmeleri tanimlar.
Bilgi teknolojileri birimlerinde galisanlarin kisisel verilere erisim yetkilerini ve kurallarini tanimlar. Calisanlar,
ogrendikleri kisisel verileri KVK Kanunu hikimlerine aykiri olarak baskasina acgiklayamayacagi, isleme amaci
disinda kullanamayacagi ve bu yikimlalugin gérevden ayrilmalarindan sonra da devam edecegi konusunda
bilgilendirilmektedir. Calisanlardan bu dogrultuda gerekli taahhiitler alinmaktadir. Uglincii taraflarla kisisel
verilerin paylasilmasiyla ilgili olarak kisisel verilerin paylasildigi kisilerle ¢cerceve so6zlesme imzalanir yahut
sozlesmelere ekleyecegi hikiimler ile veri giivenligini saglar. Kisisel veri paylasilan lglincu taraflar kisisel
verilerin korunmasi amaciyla gerekli giivenlik tedbirlerini alacagina ve kendi kuruluslarinda bu tedbirlere
uyulmasini saglayacagina iliskin hikimleri kabul eder. Alinan 6nlemlere ragmen islenen kisisel verilerin
kanuni olmayan yollarla baskalari tarafindan elde edildigi tespit edilmesi halinde veri temsilcisi tarafindan
ilgilisine ve KVK Kuruluna bildirir. Kisisel verinin nasil baskalari tarafindan elde edildigi arastirilhir. Pamukkale
Universitesi Kurumu tespit ettigi zafiyeti gidermek icin gerekli idari tedbirleri uygular, ihtiyac¢ halinde teknik
tedbirleri alir.

5.1.3. Kisisel Verilerin Gilivenli Ortamda Saklanmasi

Pamukkale Universitesi Kurumu elde ettigi kisisel verilerini giivenli ortamlarda saklamak icin teknolojik
imkanlar ve uygulama maliyetine gore gerekli teknik ve idari tedbirleri almaktadir. Glvenli ortamda veri
saklamaya iliskin kurallar ve yéntemimiz “Veri Saklama ve imha Politikasinda” detaylandiriimistir.

5.1.4. Kisisel Verilerin Korunmasinin Siirdiiriilebilirligi icin Yapilan Denetimler
Pamukkale Universitesi KVK Kanunu’nun 12. maddesine uygun olarak, gerekli denetimleri yapar ve yaptirir.

Bilgi Glivenligi Yonetim Sisteminin siirdiirilebilirligini saglamak igin i¢ ve dis denetimlerin yapilmasi saglar.
Sistemlerde olusabilecek teknik acikliklar icin diizenli olarak sistemlere sizma testlerini gerceklestirir. Bilgi
islem tarafindan sistemler diizenli olarak izlenmektedir.

5.1.5. Kisisel Verilerin Yetkisiz ifsasi Durumunda Alinan Tedbirler

Pamukkale Universitesi Kurumu, KVK Kanunu’nun 12. maddesine uygun olarak islenen kisisel verilerin
yetkisiz ifsa olmasi halinde ilgili kisisel veri sahibine ve KVK Kurulu’na bildirir.

KVK Kurulu tarafindan gerek gérilmesi halinde, bu durum, KVK Kurulu’nun internet sitesinde veya baska bir
yontemle ilan edilebilir.
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5.1.6. Ugiincii Taraflarin Kisisel Verilerin Korunmasini Saglamasi i¢in Uygulanan Tedbirler

Pamukkale Universitesi Kurumu, liciincii taraflar ile yaptigi sézlesmelerde; kisisel verilerin hukuka aykiri
olarak islenmesinin 6nlenmesi, verilere hukuka aykiri olarak erisiimesinin 6nlenmesi ve verilerin
muhafazasini saglamaya yonelik gerekli yaptirnrm maddelerini karsilikh olarak bulundurur. Uglincii taraflar
ile bilgi paylasimi yapilmadan énce gizlilik sozlesmeleri imzalanir. Ugiincii taraflara farkindaligin artirilmasi
icin gerekli bilgilendirmeler yapilir.

5.1.7. Ozel Nitelikli Kisisel Verilerin Korumasi igin Uygulanan Tedbirler

Ozel nitelikli kisisel veriler icin gerek nitelikleri itibari ile gerekse kisilerin magduriyetine veya ayrimciliga yol
acabilmesinden dolayi yeterli 6nlemlerin alinmasi gerekmektedir. KVK Kanunu’nun 6. maddesinde, hukuka
aykiri olarak islendiginde kisilerin magduriyetine veya ayrimciliga sebep olma riski tasiyan bir takim kisisel
veri “Ozel nitelikli” olarak belirlenmistir

Bu veriler; irk, etnik kdken, siyasi distince, felsefi inanc, din, mezhep veya diger inanclar, kilik ve kiyafet,
dernek, vakif ya da sendika uyeligi, saglik, cinsel hayat, ceza mahkOmiyeti ve glivenlik tedbirleriyle ilgili
veriler ile biyometrik ve genetik verilerdir.

Pamukkale Universitesi Kurumu, KVK Kanunu ile “6zel nitelikli” olarak belirlenen ve hukuka uygun olarak
islenen 6zel nitelikli kisisel verilerin korunmasinda gerekli tedbirleri almaktadir. Kisisel verileri korumak icin
alinan teknik ve idari tedbirlerde 6zel nitelikli kisisel veriler icin hassasiyet gosterilmektedir.

Pamukkale Universitesi Kurumu isledigi 6zel nitelikli kisisel verileri KVK Kurulu tarafindan belirlenecek olan
yeterli 5nlemlerin alinmasi kaydiyla islemektedir. Ozel nitelikli kisisel veriler islenmeden &nce veri sahibinin
actk rizasi alinir. Veri sahibinin acik rizasi yok ise asagidaki kriterlere uygun olarak kanunlarin verdigi yetki
ile kisisel veriler islenebilmektedir.

o Kisisel veri sahibinin sagligi ve cinsel hayati disindaki 6zel nitelikli kisisel veriler, kanunlarda 6ngoriilen
hallerde,

o Kisisel veri sahibinin sagligina ve cinsel hayatina iliskin 6zel nitelikli kisisel verileri ise ancak kamu sagliginin
korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim hizmetlerinin yiritilmesi, saglk hizmetleriile
finansmaninin planlanmasi ve yonetimi amaciyla, sir saklama yikimliluga altinda bulunan kisiler veya
yetkili kurum ve kuruluslara, aktarilabilmektedir.

5.1.8. Kisisel Verilerin Korunmasinin Saglanmasi igin Farkindahgin Yaratiimasi

Kisisel verilerin hukuka aykiri olarak islenmesini, verilere hukuka aykiri olarak erisilmesini 6nlemeye ve
verilerin muhafazasini saglamaya yonelik farkindaligin artirilmasi icin is birimlerine gerekli bilgilendirmeler
yapilmakta, egitimler diizenlenmekte ve etkinlikleri 6lciilmektedir. “Kisisel Verilerin Korunmasi ve islenmesi
Politikasi” ile ilgili diger politikalar, kurumumuzun web sitesinde yayinlanmistir. Kurumumuz ¢alisanlari bu
politikadan haberdar edilmistir.

ilgili kanun, ydnetmelik ya da mevzuatlarda degisiklik olmasi halinden politikalar yenilenmekte ve
calisanlara tekrardan duyurulmaktadir.

5.2. Kisisel Verilerin islenmesi igin ilkeler

KVK Kanunun 4. maddesi 2. bendinde kisisel verilerin islenmesi icin ilkeler belirlenmistir. Pamukkale
Universitesi Kurumu belirlenen ilkelere uygun sekilde kisisel verileri islemektedir.

Kisisel verilerin islenmesi asagidaki ilkelere uygun yapilmaktadir;

a) Hukuka ve diristlik kurallarina uygun olma.
b) Dogru ve gerektiginde glincel olma.
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c) Belirli, agik ve mesru amaglar igin islenme.
d) islendikleri amagla baglantili, sinirli ve 6l¢iilii olma.
e) ilgili mevzuatta 6ngériilen veya islendikleri amag igin gerekli olan siire kadar muhafaza edilme.

5.3. Kisisel Verinin islenmesi Sartlari

Pamukkale Universitesi bir kamu kurumu olarak isledigi verilerin dnemli bir cogunlugunu yasal zorunluluklar
nedeniyle ve kamu dlizeninin korunmasi igin kullanmasi zorunlu olan yetkileri kullanarak islemektedir. Tam
metnine ulasabileceginiz ilgili yasanin 5/2 maddesi geregi verinin islenmesinin:

f) Kanunlarda agik¢a dngorilmesi.

g) Fiili imkansizlik nedeniyle rizasini agiklayamayacak durumda bulunan veya rizasina hukuki gecerlilik
taninmayan kisinin kendisinin ya da bir baskasinin hayati veya beden biitlinligiiniin korunmasi igin zorunlu
olmasi.

h) Bir s6zlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmasi kaydiyla, s6zlesmenin taraflarina ait
kisisel verilerin islenmesinin gerekli olmasi.

i) Veri sorumlusunun hukuki yikimliligini yerine getirebilmesi igin zorunlu olmasi.

j) ilgili kisinin kendisi tarafindan alenilestirilmis olmasi.

k) Bir hakkin tesisi, kullanilmasi veya korunmasi icin veri islemenin zorunlu olmasi.

) ilgili kisinin temel hak ve &zgiirliiklerine zarar vermemek kaydiyla, veri sorumlusunun mesru menfaatleri
icin veri islenmesinin zorunlu olmasi.

Yukardaki ¢ogunluga girmeyen durum icin kurumumuz ancak veri sahiplerinin acik rizasini temin etmek
suretiyle kisisel veri islemektedir.

5.4. Kisisel Verilerin imhasi

Kurumumuz, elde ettigi kisisel verilerini kisisel veri sahiplerinin talebi dogrultusunda, yasal zorunluluklar
nedeniyle ve kamu dizeninin korunmasi icin kullanmasi zorunlu degilse imha eder. Veri sahiplerine ait
kisisel veriler, hizmet yararlanicisina hizmetin devam ettirebilmesi, hukuki yukumluliklerin yerine
getirilebilmesi, calisan haklarinin ve yan haklarinin planlanmasi gereklilikleri ortadan kalktiginda kurumun
alacagl karara istinaden imha edilmektedir. Kisisel verilerin imhasina iliskin kurallar ve yontemimiz “Veri
Saklama ve imha Politikasinda” detaylandiriimistir.

5.5. Kisisel Verilerin Yurticindeki Kisilere Aktarilmasi

Kurumumuz, kisisel verilerin iglincii taraflarla paylasilmasi hususunda, diger kanunlarda yer alan hikimler
sakl kalmak kaydiyla, KVKK’da diizenlenen sartlara 6zenle uymaktadir. Bu ¢ercevede, kisisel veriler, veri
sahibinin agik rizasi olmadan Uglncu kisilere aktariimamaktadir. Ancak, KVKK tarafindan diizenlenen
asagidaki sartlardan birinin varhigi halinde kisisel veriler; veri sahibinin agik rizasi temin edilmeksizin de
aktarilabilecektir:

e Kanunlarda agikga 6ngorilmesi,

o Fiili imkansizhk nedeniyle rizasini agiklayamayacak durumda bulunan veya rizasina hukuki gecerlilik
taninmayan kisinin kendisinin ya da bir baskasinin hayati veya beden bitlnlGgliniin korunmasiicgin zorunlu
olmasi,

o Bir sozlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmasi kaydiyla, s6zlesmenin taraflarina ait
kisisel verilerin islenmesinin gerekli olmasi,

e Veri sorumlusunun hukuki yikimlilGgiini yerine getirebilmesi icin zorunlu olmasi,

e Veri sahibinin kendisi tarafindan alenilestirilmis olmasi,

o Bir hakkin tesisi, kullanilmasi veya korunmasi i¢in veri islemenin zorunlu olmasi,
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o Veri sahibinin temel hak ve 6zgirliiklerine zarar vermemek kaydiyla, veri sorumlusunun mesru menfaatleri
icin veri islenmesinin zorunlu olmasi.

Yeterli 6nlemler alinmak kaydiyla; saglk ve cinsel hayat disindaki 6zel nitelikli kisisel veriler bakimindan
kanunlarda 6ngorilmesi, saglik ve cinsel hayata iliskin 6zel nitelikli kisisel veriler bakimindan ise,

o Kamu saghginin korunmasi,

e Koruyucu hekimlik,

o Tibbi teshis,

e Tedavi ve bakim hizmetlerinin yuratilmesi,

e Saglik hizmetleri ile finansmaninin planlanmasi ve yénetimi gibi amaclarla acgik riza temin edilmeksizin
kisisel verileriniz aktarilabilecektir.

Ozel nitelikli kisisel verilerin aktarilmasinda da bu verilerin islenme sartlarinda belirtilen kosullara
uyulmaktadir

5.6. Kisisel Verilerin Yurtdisindaki Kisilere Aktarilmasi

Pamukkale Universitesi Kurumunda, kisisel verilerin yurtdisina aktarilmasina iliskin olarak, KVKK'nin 9.
maddesi dogrultusunda veri sahibinin acik rizasi aranmaktadir. Ancak, 6zel nitelikli kisisel veriler dahil, kisisel
verilerin veri sahibin acik rizasi olmaksizin islenmesine izin verilen sartlarin varhig halinde, kisisel verinin
aktarilacagi yabanci tilkede, yeterli korumanin bulunmasi kaydiyla veri sahibinin agik rizasi aranmaksizin da
Kurumumuz tarafindan kisisel veriler yurtdisina aktarilabilecektir. Eger aktarim yapilacak (lke Kurul
tarafindan yeterli korumanin bulundugu tlkeler arasinda belirlenmemis ise, Kurumumuz ve ilgili Gilkedeki
veri sorumlusu/veri isleyen yeterli korumay: yazili olarak taahhit edecektir. Yabanci llkelere veri
aktarilimiyorsa 6rnek metin: “Pamukkale Universitesi hicbir sekilde yabanci ilkelere kisisel veri
aktarmamaktadir ve yabanci lilkelerde tutulan sunucularda kisisel veri tutmamaktadir”

5.7. Kisisel Verilerin Kategorizasyonu

Pamukkale Universitesi Kisisel veriler Veri Konusu Kisi Grubu ve Veri Tipi olmak {zere iki kategoriye
ayrilmigtirlar.

Veri Tipi Kategorileri;

Veri Kategorisi Kisisel Veri Kategorizasyonu Agiklama

Kimlik bilgileriniz-(Adiniz soyadiniz, T.C. kimlik numaraniz, dogum
tarihiniz, Anne adi-Baba adiniz, dogdugunuz lilke-sehir-ilge-kasaba-koy-
Kimlik Bilgisi mahalle, medeni durumunuz, cinsiyetiniz, Uyrugunuz- milliyetiniz, cilt no,
seri no, sira no) niifus clizdani fotokopisi, gerekli hallerde yakinlik kimlik
bilgi ve belgeleri (1.Derece)

Telefon numaraniz, acik adres bilginiz, elektronik posta adresiniz, referans

iletisim Bilgisi o T o .
3 8 bilgileriniz, beyan ettiginiz her tlrli sosyal medya adresleriniz.

Aile bilgileri (anne ve babanin sag olup olmadigi, ayri olup olmadigi, kardes
sayisi ve kardeslerin okul durumu), barinma sekli (evde, 6zel yurtta,
Diger (Aile) ailesiyle), burs ya da 6grenim kredisi alip almadigi kisisel bilgileri

Acil / 6zel durumlarda ailesine bilgi vermek amaci ile en az bir 1. Derece
yakininin ev / cep telefonu, e-posta bilgisi, ev / is adresi

Ogrenim durumunuz, egitim bilgi ve belgeleriniz (Okul adi-
Egitim Bilgisi Universite/bolim-birim -bilim dali/ mezuniyet tarihi, donem bilgileriniz,
mezuniyet notunuz),Bilim doktorlugu veya tipta uzmanlik belgeleri,
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denklik belgeleri, yabanci dil bilgi ve belgeleriniz, egitim ve becerileriniz,
kurs ve seminerler, sertifika bilgi ve belgeleri, tez bilgi ve belgeleri,
Ogrencilik belgeleri, Mezuniyet belgeleri, KPSS, EKPSS YDS, EYDS -
YOKDIL-UDS-KPDS ve tiim sinavlara iliskin bilgi ve belgeler, YOK Ek-4
Ozgecmis Beyani, ALES Sonug Belgesi, Transkript Belgesi, Akademik
Degerlendirme Belgesi, Docentlik belgesi, kongre ve konferans tebligleri
ile bunlara yapilan atiflar, sanat eserleri, icralar ve bunlara iliskin
dokiiman, egitim-0gretim faaliyetleri, yonetimlerinde devam eden ve
biten doktora, sanatta yeterlik veya ylksek lisans calismalari.

Mezun oldugu lise adi/tliri/ mezuniyet tarihi, mezun oldugu 6n lisans
/lisans  adi/programi/  mezuniyet tarihi), OSYS/YKS/DGS/Lisans
Tamamlama Sonug ve Yerlestirme Belgesi ve tiim sinavlara iliskin bilgi ve
belgeler, Not Durum Cizelgesi Belgesi, Ogrenci Belgesi, Ders icerikleri,
Denklik Belgesi, Basvuru Dilekgesi, Yatay gecis yapmadigina dair belge,
yatay gecise engel olmadigina dair belge.

Mesleki is Deneyimi
Bilgisi

is tecriibesi (Calistiginiz is yeri, telefonu, pozisyon, ise giris/cikis tarihi),
mecburi hizmet yikimliligi, hizmet belgesi, SGK dokim belgesi, calisma
belgesi, kurumumuzla yapilan s6ézlesmeler, kamu ve tiizel/6zel kisilerle
yapilan soézlesmeler, protokoller. Bilimsel calismalariniza ait yayin
dosyalariniz, yayin listeniz, Universite veya yiiksek teknoloji enstitiisiine
katkilari iceren dosya ve bu dosyadaki belgeleri iceren CD/DVD/USB.
Diploma, Staj icin istenen bilgi ve belgeler.

Gorsel ve isitsel Kayitlar

Fotograf (vesikalik, boydan, biyometrik), video ve ses kayitlari, kamera
kayitlari, toplu cekilen fotograflar. Yasal zorunluluk hallerinde yukarida
tanimlanan 1. Derece yakinlik fotograflari.

Ozliik Bilgileri

ise giris statiinliz, atama kararnameleri, kadro derece kademeleri,
kurumumuzca tutulan dijital kayitlariniz, sosyal glivenlik numaralariniz,
bordro bilgileri, IBAN numaraniz, tim finansal bilgileriniz, fazla ¢alisma
bilgileriniz, disiplin sorusturmasi, ise giris/cikis belgesi kayitlari, imza
sirkileri, toplanti, komisyon, seminerlere ait tim islemler, mahkeme kayit
bilgileri, adli sorusturma ve islemleri, gérevlendirme bilgi ve belgeleri, izin
durumlar (yilhk, refakat, lcretli ve Ucretsiz, mazeret, rapor) icra takip
yazilari, sicil notlari, giivenlik ve arsiv arastirmasi, mal bildirimi kayitlar,
kimlik karti formu, Kamu gorevlileri etik sdzlesmesi, Aile Durumu bildirim
formu, is Giivenligi Talimati ve Taahhiitnamesi, &zgecmis bilgileri, her
turli sozlesmeleriniz, taahhitnameleriniz, dokiiman yonetim sistemi
(DYS) EBYS’ deki dokiimanlariniz, emeklilik ve emeklilik sonrasi islemler
(Ozliik dosyaniza giren tiim bilgi ve belgeler ) vefat eden ¢alisanin
mirascilarina ait fotograf, kimlik bilgileri, nGfus kayit 6rnekleri, vefat
belgesi ). Tim ayrilanlarin (Emekli, istifa, mustafi, nakil, kamu gérevinden
cikarilan, Ogretim mesleginden cikarilan, vefat eden, sdzlesme feshi, gorev
suresi biten, ilisigi kesilen, egitim siresi sona eren) yukarida sayilan kisisel
verileriniz ile ayrilis sonrasi elde edilen tiim bilgi ve belgeleri.

Ozel Nitelikli Kisisel Veri

Adli sicil kaydiniz ve askerlik durum bilgileriniz / belgeniz, 6zgecmisinizde
yer verdiginiz dernek/vakif uyelikleriniz, sendika Uyelikleriniz, saglik
bilgileriniz kullanilan cihaz ve protez bilgileri, saglk raporu, teshis ve tedavi
yontemleri, hamilelik bilgisi, engelli olma durumunuz, hikimlulik
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durumunuz, kan grubunuz, her tlrli aliskanhk ve bagimlilk yapici madde
kullanim bilgileriniz, askerlikten muafiyet nedeniniz. Pasaport, evlilik
clizdani.

Ozel Nitelikli Kisisel Veri

Basvuru Sebebi Olan Psikolojik/Sosyal Sorun, ilgili Sorunun Siiresi, Eslik
Eden Diger Yan Sorun(lar), Daha Once Alinan (varsa) Psikolojik/Psikiyatrik
Tani/Destek Durumu, Genel Psikolojik Durum, PDREM Ge¢mis Destek
Bilgisi, Zarar Verme/intihar Girisimi ve/veya Diisiincesi, Daha

(Diger) Once/Mevcutta Kullanilan ilag(lar), Kronik Hastaliklar, Daha Once
PDREM’den Alinan Destek Tarihi ve Goriisiilen Kisi, istenen
Danisma/Hizmet/Destek (istenen danisma/hizmet/destek tiiriine gére
olusturulan form/o6lgek verileri

Diger Sirticl belgesi verileri, arag ruhsati bilgileri, kamera kayitlari
Hukuki islem Adli makamlarla yazismalardaki bilgiler, Dava dosyasindaki bilgiler vb

Fiziksel Mekan Giivenligi

Calisan ve ziyaretgilerin giris ¢ikis kayit bilgileri, Kamera kayitlari vb.

islem Giivenligi

IP adresi bilgileri, internet sitesi giris cikis bilgileri, Sifre ve parola bilgileri
vb.

Finans

Bilango bilgileri, Finansal performans bilgileri, Kredi ve risk bilgileri,
Malvarhg bilgileri vb.

Irk ve Etnik Kéken

Irk ve etnik kokeni bilgileri vb.

Saglik Bilgileri

Engellilik durumuna ait bilgiler, Kan grubu bilgisi, Kisisel saglik bilgileri,
Kullanilan cihaz ve protez bilgileri vb..

Ceza Mahkiimiyeti ve
Giivenlik Tedbirleri

Ceza mahkumiyetine iliskin bilgiler, Glivenlik tedbirlerine iliskin bilgiler
vb.

5.8. Basili Dokiiman, Kamera Kaydi, internet Sitesi Ziyaretgilerinin Kisisel Verileri,
5.8.1. Basili Dokiiman

Kurumumuz verdigi/aldigi hizmetler igin bazi durumlarda basili belge ortaminda kisisel veriler almaktadir.
Bu tarz veriler KVK kanunda belirtilen sartlar dogrultusunda islenmekte, saklanmakta ve imha edilmektedir.

insan kaynaklarinda kullanilan personel Ozliik bilgileri; Calisanlarimizin veya kurumuz calisma iliskisi
icerisinde olan gercek kisilerin 6zlik haklarinin olusmasina temel olacak bilgilerin elde edilmesine yonelik
islenen her tirli kisisel verilerdir.

Basvuru yapanlari tanimlayici bilgiler; Kurumdan hizmet almak icin yapilan basvurularda verilen tanimlayici
bilgiler.

5.8.2. Kamera Kaydi

Kurumumuz tarafindan glivenligin saglanmasi amaciyla, Kurum binalarimizda ve tesislerimizde glvenlik
kamerasiyla izleme faaliyeti ile misafir giris cikislarinin takibine yonelik kisisel veri isleme faaliyetinde
bulunulmaktadir. Glvenlik kameralari kullaniimasi ile kisisel veri isleme faaliyeti ylritilmis olmaktadir.

Bu kapsamda Kurumumuz Anayasa, KVK Kanunu ve ilgili diger mevzuata uygun olarak hareket etmektedir.

Kurumumuzun bina, tesis girislerinde ve tesis
ziyaretgcilerimizin gorlintl kayitlari alinmaktadir.

icerisinde kamera ile izleme sistemi vasitasiyla

Kurumumuz, glvenlik kamerasi ile izleme faaliyeti kapsaminda; sunulan hizmetin kalitesini artirmak,
glvenilirligini saglamak, kurumun ve diger kisilerin glivenliginin saglamasi amaglanmaktadir.
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Kurumumuz tarafindan giivenlik amaciyla kamera ile izleme faaliyeti ylritilmesinde KVK Kanunu’nda yer
alan diizenlemelere uygun hareket edilmektedir.

Kurumumuz tarafindan yiritiilen kamera ile izleme faaliyeti, Ozel Giivenlik Hizmetlerine Dair Kanun ve ilgili
mevzuata uygun olarak stirdiiriilmektedir.

Dijital ortamda kaydedilen ve muhafaza edilen kayitlara yalnizca sinirli sayida kurum galisaninin erisimi
bulunmaktadir.

Kurumumuz tarafindan KVK Kanunu’nun 12. maddesine uygun olarak, kamera ile izleme faaliyeti sonucunda
elde edilen kisisel verilerin glivenliginin saglanmasi icin gerekli teknik ve idari tedbirler alinmaktadir.

5.8.3. internet Sitesi Ziyaretgilerinin Kisisel Verileri ve internete Erisim Noktasi Hizmeti icin Alinan Kisisel
Veriler

Kurumumuz sahibi oldugu internet sitelerinde; bu siteleri ziyaret eden kisilerin sitelerdeki ziyaretlerini
ziyaret amaglariyla uygun bir sekilde gerceklestirmelerini temin etmek; teknik vasitalarla (Orn. cerezler-
cookie gibi) site icerisindeki internet hareketleri kaydedilmektedir.

Kurumumuzun yapmis oldugu bu faaliyetlere iliskin kisisel verilerin korunmasi ve islenmesine iliskin detayli
actklamalar ilgili internet sitelerinin “Cerez Politikasi” metinleri icerisinde yer almaktadir.

Sirketimiz acik noktalarda bitin ziyaretcilerine Ucretsiz internet hizmeti vermektedir. Verilen hizmetin iz
kayitlarinin 5651 (internet Ortaminda Yapilan Yayinlarin Diizenlenmesi ve bu Yayinlar Yoluyla islenen
Suclarla Miicadele Edilmesi Hakkinda) kanunu geregi ve erisim bilgilerinin dogrulanmasi icin kisisel verileri
tutulmaktadir.

5.8.4. Kisisel Veri Sahibinin Haklari

Tam metnine KVKK sitesinden ulasabileceginiz “Kisisel Verilerin Korunmasi Hakkinda Kanun’dan
kaynaklanan veri sahibi haklariniz ilgili kanunun 11. maddesinde sayilmis olup sunlardir:

Madde 11- (1) Herkes, veri sorumlusuna basvurarak kendisiyle ilgili;

a) Kisisel veri islenip islenmedigini 6grenme,

b) Kisisel verileri islenmisse buna iliskin bilgi talep etme,

c) Kisisel verilerin islenme amacini ve bunlarin amacina uygun kullanilip kullaniimadigini 6grenme,
¢) Yurt icinde veya yurt disinda kisisel verilerin aktarildig Gglinci kisileri bilme,

d) Kisisel verilerin eksik veya yanlis islenmis olmasi halinde bunlarin diizeltilmesini isteme,
Yukardaki maddelerde gegen haklarinizi “KVKK Talep Formu”nu doldurarak yapilabilir.

ilgili kanun geregi veri sorumlusu, veri sorumlusu temsilcisi ve veri sorumlusu irtibat kisisi belgileri asagidaki
sekildedir:

5.8.5. Kurumunun Aydinlatma ve Bilgilendirme Yikiimlalagii

KVKK’nin 10. maddesi kapsaminda, veri sahiplerinin, kisisel verilerin elde edilmesinden 6nce yahut en geg
elde edilmesi sirasinda aydinlatilmasi gerekmektedir. S6z konusu aydinlatma yikimlGlGgu cercevesinde
veri sahiplerine iletilmesi gereken bilgiler sunlardir:

e Veri sorumlusunun ve varsa temsilcisinin kimligi,
o Kisisel verilerin hangi amacla islenecegi,
e islenen kisisel verilerin kimlere ve hangi amacla aktarilabilecegi,
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o Kisisel veri toplamanin yontemi ve hukuki sebebi,
e KVKK’nin 11. maddesinde2 sayilan diger haklar.

Ote yandan, KVKK’nin 28(1). Maddesi cercevesinde, asagida sayilan durumlarda aydinlatma yikimlulugi
bulunmamaktadir:

o Kisisel verilerin, Gglnci kisilere verilmemek ve veri givenligine iliskin yliktimliliklere uyulmak kaydiyla
gercek kisiler tarafindan tamamen kendisiyle veya ayni konutta yasayan aile fertleriyle ilgili faaliyetler
kapsaminda islenmesi,

e Kisisel verilerin resmi istatistik ile anonim hale getirilmek suretiyle arastirma, planlama ve istatistik gibi
amaclarla islenmesi,

o Kisisel verilerin milli savunmayi, milli glivenligi, kamu glvenligini, kamu diizenini, ekonomik giivenligi, 6zel
hayatin gizliligini veya kisilik haklarini ihlal etmemek ya da sug teskil etmemek kaydiyla, sanat, tarih,
edebiyat veya bilimsel amaclarla ya da ifade 6zgirligi kapsaminda islenmesi,

o Kisisel verilerin millt savunmayi, milli glivenligi, kamu giivenligini, kamu diizenini veya ekonomik giivenligi
saglamaya yonelik olarak kanunla gérev ve yetki verilmis kamu kurum ve kuruluslari tarafindan yurutilen
Onleyici, koruyucu ve istihbari faaliyetler kapsaminda islenmesi.

e Kisisel verilerin sorusturma, kovusturma, yargilama veya infaz islemlerine iliskin olarak yargi makamlari
veya infaz mercileri tarafindan islenmesi.

Veri Sahiplerini aydinlatma ve acik rizalarinin alinmasi icin “Acik Riza ve Aydinlatma Beyan!” ve
hazirlanmistir.

5.9. Kisisel Verilerin Silinmesi, Yok Edilmesi ve Anonimlestirilmesi Sartlari

Kurumumuz, elde ettigi kisisel verileri kisisel veri sahiplerinin talebi dogrultusunda, yasal zorunluluklar
nedeniyle ve kamu diizeninin korunmasi icin kullanmasi zorunlu degil ise siler, yok eder ya da anonimlestirir.
Kisisel verilerin silinmesi, yok edilmesi ve anonimlestiriimesine iliskin kurallar ve yontemimiz “Veri Saklama
ve imha Politikasinda” detaylandirilmistir.

5.10. Kisisel Veri iceren Ortamlarin Hesap Bilgilerinin Ele Gegirilmesi

Kisisel veri iceren ortamlarin hesaplarinin ele gegirilmesi sonucu eger bir veri kaybi saptandiysa KVK
Kurumuna gerekli bildirimler yapilir. Eger veri ¢ikisi saptanmadiysa ortamlarin hesaplari resetlenir

5.11. Kisisel Verilerin Korunmasi Komitesi Calisma Esaslari

KVKK gerekliliklerini yerine getirme ve sirdirilebilirligi “Kisisel Verilerin Korunmasi Komisyonu ile
yurataldr.

Kisisel Verilerin Korunmasi Komisyonu’nun en 6énde gelen amaci ve hedefi:

o Ozel hayatin gizliligini korumak
o Kisilerin temel hak ve 6zgurliklerini korumak
e Veri isleyen kisilerin gorev ve yetkilerini diizenlemek

6. Referans Dokiimanlar

® 6698 Sayil Kisisel Verilerin Korunmasi Kanunu,
o Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik.
e Acik Riza ve Aydinlatma Beyani

7. ilgili Dokiimanlar

e Veri Saklama ve imha Politikasi
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